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Preface

Gimmal delivers market leading content governance and compliant records solutions built on
Microsoft® SharePoint®. Gimmal solutions drive user adoption and simplify information access by
making information lifecycle management of content simple and transparent, ensuring consistent
compliance and proactive litigation readiness enterprise-wide while lowering costs.

Gimmal's Enterprise Events provides a flexible, extensible, and amenable product to manage
conditional-based aging in a large organization.

Who Should Use This Guide

The intended audience for this document consists of SharePoint Administrators. Administrators are
considered to be SharePoint power users who are familiar with the enterprise’s content
management and retention policies.
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Introduction

Enterprise Events (EE) provides a tool for conditional-based records management based on events,
as opposed to cutoff or calendar dates. You can define events as any enterprise occurrence, such as
end of contract or fiscal year. Enterprise Events allows you to create groups of event instances for
which you can enter trigger dates at any time. The expiration date is automatically calculated from
the trigger date you enter based upon the types, event instances, stages, and policies you put in
place. Trigger dates can be in the past, present, or future.

Enterprise Events can be used across multiple farms and works with Gimmal Compliance Suite’s File
Plan Builder. You can use Enterprise Events outside of a record center (i.e., team site), in a record
center without Compliance Suite, and in a record center with Compliance Suite installed. SharePoint
Administrators can use the Local Admin Mode to manage all configuration and administration for
Enterprise Events. Accessing Enterprise Events through SharePoint’s Site Settings allows you to edit
types, permissions, and instances and produce the Enterprise Events report.
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Installing Web Deploy

This chapter provides step-by-step instructions for installing Web Deploy, which is required for
installing Enterprise Events.

You must install Web Deploy and Enterprise Events on each server where Enterprise Events.web
(remote web) will be installed.

Installing Web Deploy

Follow these steps to install the most recent version of Web Deploy:

1. On the Web Server, run the WebPlatforminstal ler .exe usually located in C:Program
Files\Microsoft\Web Platform Installer. You can also download the most recent
version of the Microsoft Web Platform Installer from
http://www.microsoft.com/web/downloads/platform.aspx.

2. Download and run the Web Deploy package.

3. Launch the Web Platform Installer.

Enterprise Events requires Web Platform Installer Version 5.0 and Web Deploy Version 3.5.
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0 Web Platform Installer 5.0 - b -
Spotlight Products Applications R
Name Released Install

Add

Dd Windows Azure SDK for NET (VS 2013) - 2.3 4/3/2014 Add

M Visual Studio Express 2012 for Web with Windows Azure SDK - 2.3 4/3/2014 Add

= Windows Azure Cross-platform Command Line Tools 57772014 Add

0 ltemsto be installed Options Install Exit

Figure 1 Web Platform Installer Dialog

4. In the search box to the right at the top of the page, type Web Deploy, then press Enter.
5. Next, to the Web Deploy entry, click Add and then Install at the bottom of the page.

) Web Platform Installer 5.0 -0
© Search results for web deploy »
hame Released Install A

l';" Web Deploy 3.5 without bundled SOL support (latest) B/10/2013 Add
f@ Web Deployment Toal 2.1 an20m Add

{4
L= Web Deploy 3.5 for Hosting Servers 6/10/2013 Add
e MODx CM5 6/6/2010 Add
tld Visual Studio Express 2012 for Web with Windows Azure SDK - 2.3 47372014 Add
m Visual Studio Express 2012 for Web (Latest) 1072272012 Add
HDeawas  Visual Web Developer Express 2010 SP1 with Azure SDK - 2.1 T/32m3 Add
| Windows Azure SOX for NET (VS 2013) - 22 101772013 Add
B  Windows Azure SDK for NET (VS 2013) - 23 432004 Add
e Visual Web Developer 2010 Express 4112200 Add
g Windows Azure SDK - 2.1 T312ms3 Add
gi' Microsoft WebMatrix 3 5172013 Add
= ASPINET and Web Tools 2012.2 4/29/2013 Add
}l Microsoft Drivers 3.0 for PHP v5.4 for SOL Server in 1S Express 41182012 Add

-
1 ltemsto beinstalled Qptigns Install Exit

Figure 2 Web Platform Installer

If the component is already installed, then you will not be able to add it and it will displays
as Installed.
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© Search results for web deploy

MName

Web Deploy 3.5 without bundled SOL support (latest)

Web Deployment Tool 2.1

& Web Deploy 3.5 for Hosting Servers

[ e

Released Install

6/10/2013 Installed

4/11/2011

or020r

Figure 3 Web Platform Installed
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Installing Enterprise Events

Gimmal Enterprise Events is distributed separately from other Gimmal products. You must have
System Administrator privileges to install Enterprise Events. You must first download/run Enterprise
Events and then download/run the Gimmal App Installer.

If you are running the installer from a SharePoint server and intend to install the Enterprise Events
web application on the SharePoint server, you must install the database and web. If you are running
the install from a SharePoint server and intend to install the Enterprise Events web application on a
different server, SQL Server Data Tools must be installed on the server. If you are running the
installer from the server intended to house the Enterprise Events web application and it is not a
SharePoint server, you only install the web. These options are available from the Actions tab in the
installer.

If you must install apps on SQL Server 2014, see Appendix A, “Installing Apps on SQL Server
2014" before continuing with this chapter.

If you must install apps on SQL Server 2016, see Appendix B, “Installing Apps on SQL Server
2016" before continuing with this chapter.

Downloading and Extracting Enterprise Events

Perform these steps on one server in your SharePoint farm running the SharePoint 2013 Microsoft
SharePoint Foundation Web Application service. Use an account that is a member of the local
server Administrators group.

1. Retrieve the latest version of Enterprise Events from the Gimmal software download site:

https://gimmall.sharepoint.com/sites/EXT-download/SitePages/Home.aspx

. Extract the files to a folder.
3. Open the SharePoint 2013/2016 Management Shell as an administrator (right-click and
choose Run as Administrator).
Browse the management shell to the included WSPs folder where you extracted the files.
5. Run the setup.ps1 script found in the directory.

If you see a message similar to “setup.psl cannot be loaded because the execution of scripts is
disabled on this system,” you must enable running scripts. Run the following command: Set-
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ExecutionPolicy Unrestricted. For more information, see Using the Set-ExecutionPolicy
Cmdlet.

6. Wait for the script to complete.

Downloading and Running the Gimmal App Installer

Follow these steps to download and run the Gimmal App Installer:

1. Download the latest version of the Gimmal App Installer from the Gimmal software

download site:

https://gimmall.sharepoint.com/sites/EXT-download/SitePages/Home.aspx

Extract the files to a folder.

3. From the application files you downloaded and extracted, right-click
GimmalAppInstaller.exe and select Run as Administrator from the menu. The
Gimmal App Configuration and Installation Wizard displays the Locate Files page.

N here is the Gimmal App package located?

Ahore
[ENratat EEVIOS - EE 230 Budd ] | Browsn.. |

Figure 4 Locate Files Tab

4. Click Browse if the correct path for the app package does not display.
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5. Click Next to add the Deploy folder from the folder where you extracted the files. The

Actions page displays.

Welcome

Locate Fies What components do you want to install?

Database Connection [ Install App

‘Web Configuration M Install Web

App Configuration (4 Install Database

Confirmation HTTP Part [ HTTFS port

Results | 5081 l | 5082 ]
Where is SqlPackage. exe located?
|C:\Program Fies (x86)\Microsoft SL Server\110\DACAbin\SqlPackage. exe || Browse.. |
‘Where iz madeploy. exe located?
[C:\Program Files (+8EMIS \Microsoft Web Deplop V3\msdeploy. exe || Browse.. |

[ omuine | [ Naw ] [ 1[4

Figure 5 Actions Page
6. Specify the actions for the wizard to perform.

a. If you are running the installer from a SharePoint server and intend to install the
Enterprise Events web application on the SharePoint server, select both Install Web
and Install Database.

b. If you are running the installer from a SharePoint server and intend to install the
Enterprise Events web application on a different server, select only Install Database.
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The SQL package must be available to install the database. The package is available if the installer
is run from a machine with SQL Server installed or if the SQL Server Data Tools are installed on
the server from which the installer is run.

c. If running the installer from the server intended to house the Enterprise Events web
application and it is not a SharePoint server, select only Install Web.

7. Click Next. The Database Connection Page displays with a field for the Database
connection string.

Specify the database connection string for the app'’s SQL Server database.

Datat connection string: The datat connection can reference an existing database or a new
| | | Build |° database. When the connection is tested or validated, access to the
jatat server is tested.

‘Web Configuration
App Corfiguration
Corfirmation

Results

Figure 6 Database Connection Tab
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8. Click Build. The Connection Properties window displays.

Connection Properties _

Data source:
[Microsoft SAL Server (SalClient) || change.. |
Server name:
N <4— v]| Refresh |

Log on to the server

(®) Use Windows Authentication
() Use SAL Server Authentication

Save my password

Connect to a database

(®) Select or enter a database name:
— v
O Attach a database file:

Browse...

o] [Coowa ]

Figure 7 Connection Properties Dialog

9. Enter the following information:

a. Data source: Microsoft SQL Server (SqlClient).

b. Server name: Fully qualified domain name of the Microsoft SQL Server. Copy the
server name from the Database Server for this field.

c. Log on to the server: Select Use Windows Authentication.
Connect to a database: Choose the option Select or enter a database name. From
the pull-down, select an existing database or type in the box to create a new
database (i.e., Gimmal_EE). It is best practice to use a new database.

10. After entering the required information, click Test Connection. A successful message should
display. After dismissing the message, click OK.

If the successful message does not display, check the server name and be sure the database
server is running. Resolve these issues before continuing.

The Database connection string field should now contain information to connect to the
database.
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11. Click Next. The Web Configuration Page displays.

Locate Files

Specify the details for the remote web

Actiong

Database Cornection Web Site

X o . 115 web site [e.g., Default Web Site):
App Lonhiguration Application Paol
Confirmation ) Use existing application paol
Results ® Create web site

IS web site [e.g., Detault Web Site]:

|Gimma\_EE (@ Create application pool
Mame: Pass
S5L certificate: Gimmal EE | [reeed
| *winl12.com v | |
User [e.g.. administrator): Corifir
Content directory [e.g.. c:Ainetpubt\provider-hosted): |win1 Pspeaf | @
|c:\inetpub\61mma\_EE | Browse...

- i | Mawt v [ [

Figure 8 Web Configuration Page

The following are default configuration values that Gimmal provides: IS web site: Gimmal_EE;
Content directory: <IIS Path>\Gimmal_EE, Create application pool: Gimmal_EE. All of these
defaults can be changed.

If Enterprise Events is installed in the SharePoint Virtual Directory, it overwrites the existing
IIS entries with these values. Be sure to install Enterprise Events in the default site or choose
a virtual directory that does not conflict with the SharePoint Virtual Directory.

a. Inthe Web Site section, either select Use existing web site and choose the web site
where Enterprise Events was previously installed, or select Create website (default)
for the remote web. If you are creating a new website, you must provide the IIS web
site name, SSL certificate (if https is selected), and Content directory.

b. In the Application Pool section, either select Use existing application pool and
select its name or select Create application pool (default). If you are creating a new
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application pool, enter the username and password for the application pool and

accept the defaults.
12. Click Next. The Confirmation page displays.

Locate Files

Actions

Databaze Connection
“weh Configuration
App Configuration

Fesults

Gimmal App Installation Wizard

Review the configuration

Review the specified configuration and click "Install” to continue:

Location of application files: C:nstall EEY10381 - EE 4.3.0 - Build B03WSP201 3\Deploy

Selected installation actions:
Install app's database
SOL Package path: C:\Program Files [«B6)sMicrosaft SOL Server1100DACBIRAS glPackage. exe
Install app's remote web
‘wheb Dieploy path: C:A\Program Files [#8E]415%Microzoft \web Deploy Y 3imedeploy. exe

App's database configuration:
D atabase connection string: Data Source=MNIT-HVE-EAF Initial Catalog=Gimmal_EE Integrated Security=True

App's remote web configuration:
115 web server
115 wehb site: Gimmal_EE
115 application name:
Configured HTTP port: 5081
Configured HTTPS port: 5082
Creating a new web site
115 wehb site: Gimmal_EE
Using 551 certificate: * winl2 cam
Web site content directony: c-hinetpubiGimmal _EE
Creating a new application pool
Application pool name; Gimmal_EE
Application poal uzer: winl2hsp-saf

App's authentication configuration:
Authentication Type: Azure access control zervice
Client zecret:

Lincball l_r'

Figure 9 Confirmation Page
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13. Click Install. The Results page with a Success message displays when complete.

b Gimmal App Installation Wizard
Locate Files | Res u |t5
Actiong
Database Conrection Review the contents of the results far any erar or warning messages by looking for lines beginning with "ERROR".
Weh Configuration Info: Adding fils [Gimmal_EEWiews\Shared\E ditorT emplateshE maildddress.cshirml]

Info; Adding file [Gimmal_EE“Wiews\Shared\E ditorTemplateshGidForsignkey. cshitml).
Info: Adding file [Gimmal_EE“Wiewz\Shared\E ditorTemplateshlnteger. cehitml).
Canfimatian Infa: Adding file [Girmmal_EE“Wiews\Shared\E ditorTemplates‘\Multiine T ext. cshiml).
Info: Adding file [Gimmal_EE“Wiews\Shared\E ditorTemplates\M umber. cshitml].
_ Info: Adding file (Gimmal EE \Wiews\Shared\E ditorT emplates\Passward, cshtml]

Infa: Adding file [Girmmal_EE\Wisws\Shared\E ditarT erplateshString. cahiml).
Info: Adding file [Gimmal_EE“iews\Shared\E ditorT emplatesh\Time. cshtml).
Info: Adding file [§
Infa: Adding file [F Success
Infa: Adding direc
Info; Adding file [H chiml].
::FE gﬂg::g F::: Eg The installation was sucessfully performed, il
Info: Adding file [{
Info: Adding file [H
Infa: Adding file [{
Info: Adding file (3
Info: Adding file [H
Info: Adding file [{
Infa: Adding file [Girmmal_EE“Wiews\w/eb.config).
Info: Adding file [Gimmal _EE“Wiewsh WiewStart czhtml).
Info: Adding directory [Gimmal_EE W cfServices).
Infa: Adding file [Girmal_EE\wefS ervices\EnterprizeE ventsService sve).
Info: Adding file [Gimmal_EE%Wweb.config).
Info: Adding ACL's for path [Gimmal _EE ]
Info: Adding ACL's for path [Gimmal_EE ]
Infa: Adding ACL's for path [Gimmal_EE /Content/zpcss]
Total changes: 652 (650 added, 0 deleted, 2 updated, 0 parameters changed, 18417440 bytes copied)

App Configuration

‘wieb deployment command terminated with exit code 0
Finizhed web deployment
Finizhed wab configuration and installation
Output of extension clazs Afterlnstalta/eb

< Prauions bt sk all

Figure 10 Results and Success Message

14. A web page launches (default URL: http://localhost:<port number>/account/adminlogin).

Bookmark the URL for future reference.

Admin Log In

U * .
User Name admin

D= " *
assword TIITIIL -

Log In

Figure 11 Enterprise Events URL

15. Enter the default User Name of admin and the Password of password. The main Enterprise
Events page displays.
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Local Admin Mode

options

manage enterprise
events

audit

configure

BEIGELIGLIN Change Password  Log Off

Welcome to Enterprise Events
Local admin mode allows users to operate Enterprise Events as an administrator without the need to
be in SharePoint.

To get started, configure the following:
Change Password

Configure Settings

Add Site Registrations

Add Enterprise Events Administrators

Figure 12 Welcome to Enterprise Events

Gimmal Enterprise Events Installation Guide
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Configuring Enterprise Events

The sections in this chapter describe the configurations necessary to administer Enterprise Events.
You must be an administrator in the Local Admin Mode to configure Enterprise Events. After
completing the configurations, see the Gimmal Enterprise Events Administration Guide for managing
Enterprise Events.

Changing the Password

Because Enterprise Events comes with the default User Name of admin and the Password of
password, Gimmal strongly suggests that you change the admin password as soon as possible.
Select the Change Password option on the Welcome to Enterprise Events page to enter and save a
new password. After you save a new password, the Change Password option no longer displays on
the Welcome page.

You can change the password at any time by selecting the Change Password option in the
upper, right corner of the Local Admin Mode.

Configuring Enterprise Events

You must configure Enterprise Events before you can use it.

1. From the Welcome to Enterprise Events page, select Configure Settings. The settings page
displays.

Local Admin Mode CEGELIUE Change Password  Log Off

options home registrations settings admins error logs

manage enterprise ection Information Registration Type ~
events SharePoint 2013 (ADFS) ﬂ
it e ADFS URL
httpsy//nit-hvd-uss.wini2.com
configure

SharePoint Site Collection URL *
tps://ftwister1.win12.com:12000/sites/NonRoot12000
User Name "
win12\sp-eaf
Password ”

Enable Audit Legging v

Figure 13 Settings Page
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2. Under SharePoint Connection Information, select the Registration Type to use. If you
select SharePoint 2013 ADFS for the Registration Type, you must enter the ADFS URL in the
field that displays.

You can obtain the ADFS URL by using the Get-SPTrustedIdentityTokenIssuer command
from the management shell.

3. For the SharePoint Site Collection URL, enter the URL to the site collection from which
Enterprise Events can pull the list of attributes to use for grouping event instances. This is
usually the Content Hub site (from which content types and the associated site
columns/attributes are published), but it can be any site collection in the farm.

If you are not using the Content Hub, not all site collections will contain all attributes.

4. Enter the site collection administrator User Name and Password for the SharePoint Site
Collection URL you entered in the previous step.

5. Select the Enable Audit Logging checkbox if you want to save the audit trail to the
Enterprise Events audit log.

6. When you select a type in Enterprise Events, the details can display in the Details pane on
the right. If you want to hide the Details pane to allow room for more screen real estate,
select the Hide Details Pane checkbox.

7. Click Save. The settings are saved and the Welcome page displays without the Configure
Settings option.

Adding Site Registrations

If you want Enterprise Events to access information from certain sites, such as attributes, you must
add those site registrations to the Enterprise Events configuration. These are the site collections that
can be used with Enterprise Events and display when associating an Enterprise Events policy.

Follow these steps to add site registrations:

1. From the Welcome to Enterprise Events page, select Add Site Registrations.
The registrations page displays.

2. Click . The registrations dialog displays.
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Local Admin Mode REGELGTIN Change Password  Log Off

Options home registrations settings admins error logs

manage enterprise

Registration Type * A t 20 y o
gt : ¥ SharePaint 2013 (ADFS) v
audit
configure ADFS URL ™ https://nit-hvd-uss.win12.com
SharePaint Site Collecton URL * hittps://twister1.win12.com:12000/sites/NonRoot1200
User Name *

winl2\sp-eaf

Password * sensnne

Add Cancel

Figure 14 Registrations Page

Select the Registration Type from the dropdown menu.

If you are using ADFS, enter the ADFS URL for the SharePoint site collection.

Enter the SharePoint Site Collection URL where you intend to use Enterprise Events.
Enter a member’s Username and Password for the Site Collection URL.

Click Add. The dialog closes and the entry displays in the registrations page.

N o vk w

Activating Farm-Level Features

If you are installing Enterprise Events as your environment'’s first Gimmal software product or have
previously installed Gimmal Compliance Suite, the Gimmal - Common farm-level feature should be
activated.

Follow these steps to ensure that Gimmal — Common is activated:

1. From Central Administration, select System Settings > Manage Farm Features.
2. Scroll down to Gimmal - Common and ensure that it is activated. If not, click Activate.
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Activating the Site Collection Feature

The site collection feature is only necessary to run reports and allow access to Enterprise Events via
SharePoint (it creates the links in Site Settings).

Follow these steps to activate the site collection feature.
1. As a Site Collection Administrator, select Settings ( 2 ) > Site Settings, then Site collection

features under Site Collection Administration.
2. Click Activate next to Gimmal - Enterprise Events.

Gimmal - Enterprise Events
O Activate
Enables access to utilize the enterprise events system.

Figure 15 Activating Enterprise Events Site Collection Feature

When you return to the Site Settings page, it is updated with the Enterprise Events entries.

Enterprise Events

Enterprise Events Configuration
Enterprise Events

Enterprise Events Report
Gimmal Log Viewer

About

Figure 16 Enterprise Events Entries

3. Click Enterprise Events Configuration. The Enterprise Events Settings page displays.

Enterprise Events Settings

Return to Site Settings

Enterprise Events URL
Enter the URL to the website hosting the Enterprise Events web application. kerbdev.devdomain.gimmal.com
Exz www.mydomain.com
HTTP Port
5081
SSL Port
443

OK Cancel

Figure 17 Enterprise Events Settings Page

4. Enter the hostname and HTTP Port along with the SSL Port number (if selected during the
install). Verify that the information is correct.
5. Click OK to save any new changes or Cancel to exit while keeping the existing entries.
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Configuring File Plan Builder to Use Enterprise Events

If you have Compliance Suite installed and want to use Enterprise Events for aging criteria in File
Plan Builder (FPB), you must configure the Enterprise Events settings for FPB. If you do not configure
FPB for Enterprise Events, the Event option is not accessible as a Stage Activation Type and is
grayed out.

You can also find information for configuring File Plan Builder to use Enterprise Events in the File
Plan Builder Administration Guide.

1. Go to Central Administration and select File Plan Builder Settings under Compliance Suite.
The File Plan Builder Settings page displays.
2. Scroll to the bottom of the page to view Enterprise Events Settings.

ed hostname and HTTP/S5L Hostname

kerbdev.devdomain.gimmal.com
Example: corp.contoso.com

HTTP Port
5081

S5L Port
5082

Save Cancel

Figure 18 File Plan Builder Enterprise Events Settings

3. Enter the Hostname, HTTP Port, and SSL Port (if applicable) for the server where Enterprise
Events is installed. Click Save.
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Upgrading Enterprise Events from Version 4.13 to 4.13.1

This version supports new installations on SharePoint 2013/2016 or upgrades from previous
versions of Enterprise Events for SharePoint 2013.

Note:

Enterprise Events skipped version numbers to go from 4.3 to 4.12. This was done in an effort
to make it consistent with Compliance Suite. Enterprise Events v4.4 through v4.10 do not exist.
Enterprise Events 4.11 is only for SharePoint 2016.

Downloading the Latest Version

1. Retrieve the latest version of Enterprise Events from the Gimmal software download site:

https://gimmall.sharepoint.com/sites/EXT-download/SitePages/Home.aspx

Extract the files to a folder.

3. Open SharePoint 2013/2016 Management Shell as an administrator (right-click and choose
Run as Administrator).
Browse the management shell to the included WSPs folder where you extracted the files.

5. Run the setup.ps1 script found in the directory.

If you see a message similar to “setup.ps1 cannot be loaded because the execution of scripts is
disabled on this system,” you must enable running scripts. Run the following command: Set-
ExecutionPolicy Unrestricted. For more information, see Using the Set-ExecutionPolicy
Cmdlet.

6. Wait for the script to complete.
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Downloading and Running the Gimmal App Installer

You must have System Administrator privileges to upgrade Enterprise Events. To upgrade EE, you
must choose to Install Web when presented with the Actions page.

Follow these steps to download and run the Gimmal Enterprise Events Installer:

1. Download the latest version of the Gimmal App Installer from the Gimmal software
download site: https://gimmall.sharepoint.com/sites/EXT-download/SitePages/Home.aspx

Extract the files to a folder.

3. From the application files you downloaded and extracted, right-click
GimmalAppInstaller.exe and select Run as Administrator from the menu. The
Gimmal App Installation Wizard displays the Locate Files page.

© Gimmal App Installation Wizard

N \here is the Gimmal App package located?

App Configuration
Load Configuration [C:\Users\sharepoint\Desktop\Enterpnse E| | Browse.. |
Actions

Govemance Hub

Database Connection

Figure 19 Locate Files Tab

4. Click Browse... to add the Deploy folder from the folder where the files were extracted.

The path to the Deploy folder cannot have parentheses in it.
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5. Click Next. The Load Configuration page displays.
6. Click Browse... to locate the Gimmal App installer configuration file (.GAI) that was used

when you originally installed Enterprise Events. If you cannot locate your .GAI file, contact
Gimmal Support.

Welcome

aeets e Where is the Gimmal App Installer configuration file located?
App Configuration

_ Provide 2 Gimmal App Installer corfiguration file # you have one. Otherwise. chick Next.

[C:\Gimmal Install Software\EE\EE v4.3 Ins| | Browse... |

Govemance Hub
Database Connection
Web Configuration
Save Configuration
Confirmation

Results

Figure 20 Load Configuration Tab

7. Click Next. The Actions page displays.
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Welcome

i What components do you want to install?

Pop Configuration

Load Configuration [] Install App

I

Govemance Hub Instail Database

Database Connection HTTP Port: [# HTTPS pott:

W o [s081 | [soe2 ]

Save Configuration

Corfirmation Where is SglPackage exe located?

= [c2\Program Fies (x86)\Microsoft SQL Server\110\DAC bin\SalPackage exe || Browse.. |
Where is msdeploy exe located?
[C:\Program Files (xBB)\IIS\Microsoft Web Deploy V3\msdeploy exe || Browse... |

Figure 21 Actions Tab

If you enter different port numbers from the original install, the new port numbers are not
accepted and EE upgrades on the original port numbers.

8. Select only Install Web.
9. Click Next. The Database Connection page displays, listing the database connection string
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from the GAI file.

Koo s Specify the database connection string for the app's SQL Server database

Load Configuration Database connection string:
Actions [Data Source=GSDEMO Intial Catalog=Gim| | Buld.. |

_ The database connection can ref an exdisting database or a new datat When the istested or validated, access to the database server is tested.

Figure 22 Database Connection Tab

10. Click Next. The Web Configuration page displays.

Welcome
hcte s Specify the details for the remote web
App Corfiguration
Load Configuration Web Ste
o @ Use exsting web ste
— IS web sie fe.g., Default Web Ste): )
IGmmd_EE v Application Poal
Database Connection D st evisting apoiicaiion poot
[ G [ V]
Save Corfigusation 1IS web sike (¢.g.. Defaut Web Ste): -
s [GenalEE I R O
Nams Password
Resuts _SSL cedificate: Gnmal_EE
| Demo sites SSL certficate w| | | l |
" = User = g., admnistrator) Confim password
Content directory (e 9., c-\inetpub\provider-hosted):
| ]
|cinetpubGimmal_EE | [ Browse.. | | ] 3

Figure 23 Web Configuration Tab

11. In the Web Site section, select Use existing web site and choose the name.

You must use the existing EE web site when upgrading.
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12. Click Next. The Save Configuration page displays.

Welcome

Locate Files
App Configuration

Where should the Gimmal App Installer configuration be saved?

The configuration (.gai) file contains all configuration settings for this app. mmmmmmm
Save i to a safe location where you can access & for future installations and upgrades.

[c-\Gimmal Install Software\EE\EE v4. 3 Ins| | Browse... |

A Waming: The selected file already exists and will be ovenwritten

Figure 24 Save Configuration Tab

13. Click Browse... to choose another location instead of overwriting the file (optional).
14. Click Next. The Confirmation page displays, enabling you to review your configuration.

Welcome

Locate Files
App Configuration

Review the configuration

Review the specified configuration and click “Install” to continue:

Location of application files: C:\Users\sharepoint\Desktop'\Enterprise Events V4.12.0for SharePoint 2013%5P2013\Deploy

Selected installation actions:
Install app's remole web
Web Deploy path: C\Program Files (xB86)\IS Microsoft Web Deploy V3'\msdeploy exe

App's database configuration:
Database connection string: Data Source=GSDEMO;indial Catalog=Gimmal_EE:Integrated Security=True

an existing web site
IS web site: Gimmal_EE

App's authentication configuration;
Authentication Type: Azure access control service
Client secret;

Figure 25 Confirmation Tab
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15. Click Install. The Results page displays with a Success message when complete.

° Gimmal App Installation Wizard =]
Welcome
Racele Tt | Results
App Configuration
Load Corfiguration Review the contents of the results for any emor or waming messages by locking for lines beginning with ‘ERROR".
Actions Info: Updating file (Gimmal_EE\Views\Shared" Edtor Templates\Email cshimi). *
G . ks Info: Updating file (Gimmal_EE\Views'\Shared\Edtor Templates'\EmailAddress cshiml).
sa Updating file M:_Eg\ﬂm\ﬂmdgw;mumFmKw eshtmi).
0 Iati dh‘ﬂﬂﬂ cﬂl'll'l ection fo: L *Ihl"g r"l’ﬂ “ms\?md HI‘#ES
Info: Updating file (Gimmal_EE\Views\Shared\Editor Templat
Web Corfiguration Infe: Updating file (Gimmal_EE\Views\Shared\Edtor Templates \Number cshim).
Info: Updating file (Gimmal_EE'\Views\Shared"Editor Templates'\Password cshiml)
Save Configuration Info: Updating file (Gimmal_EE\Views\Shared"\Edior Templates'.String cshiml).
Info: Updating file ﬁmqai EE\Views'\SharedEditor Templates\ Time cshtmi).
Corfirmation Info: Updating file E\\'\em\Shwecl\Eﬂu’Tuvduu\LMu?w)
Info: Updating file ﬁnmi _EE\Views'\Shared!
_ info: Updating fle (Gimmal_ anm\smwm\sprmaw cshiml).
Info; al_EE\Views'\Shared'\Partials\ TwoFanelSelectionList cshmi).
The installation was successfully perfformed.
Hc MML&fwwﬁmi EE) ]II
u Adding ACL's for path (Gimmal_EE)
fo: Adding ACL's for path ﬁmnai EE/Content/spcss)
Tﬂda‘lm 605 (1 added, 2 deleted, 602 updated, 0 parametars changed. 18372101 bytes copied)
Web deployment command teminated with exit code 0
Finished web deployment
Output of extension class AfterinstaliWeb
Qutput of extension class AfterEvenything
Opening Enterprise Events Configuration: hito /localhost 5081/account /adminlogin
Sawlgll-e&nnalﬁwhdalu'oaﬁglmﬂe C:\Gimmal Install Softwane\EE\EE v4 3 Installer Configuration gai ;
Finished configuraion and inst |
v
s

Figure 26 Results and Success Message

16. A web page launches (default URL: http://localhost:<port number>/account/adminlogin).

Bookmark the URL for future reference, if you have not done so already.

User Name *

Password *

Admin Log In

| admin

LogIn

Figure 27 Enterprise Events URL
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17. To continue with the upgrade, enter the User Name and Password used for the previous
version of Enterprise Events. The main Enterprise Events page displays.

Local Admin Mode ERIVELIWOIN  Change Password  Log Off
options
manage enterprise L Welcome to Enterprise Events
events Local admin mode allows users to operate Enterprise Events as an administrator without the need to
I be in SharePoint.
audit ] )
] To get started, configure the following:
- Change Password
configure Configure Settings
Add Site Registrations
Add Enterprise Events Administrators

Figure 28 Welcome to Enterprise Events
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Appendix A: Installing Apps on SQL Server 2014

Use the procedure in this appendix if you must install apps on SQL Server 2014.

The Gimmal App Installer points to this default location, which is provided by Web Deploy 3.5,
for the SqglPackage.exe file:

C:\Program Files (x86)\Microsoft SQL Server\110\DAC\bin

If you have SSMS 2014 installed, you must install Microsoft SQL Server Data-Tier Application
Framework (DACFx) (June 2014). This enables you to obtain the new SQL Package path, which
you must manually enter as follows at the time of install or an error message is returned.

C:\Program Files (x86)\Microsoft SQL Server\120\DAC\bin

This section provides the procedure for installing Microsoft SQL Server Data-Tier Application
Framework (DACFx) (June 2014) to obtain new SQL Package path.

Follow these steps to install Microsoft's DACFx:

1. Navigate to the Windows Start menu.

Pregrams

m Microsoft Web Platform Installer
|| Rad Software Website

|| Website

@ WinMerge on the Web

|| lcoFX on the Web

Contrel Panel

Change how web pages are displayed in tabs
Manage Web Credentials
Tell if an RSS feed is available on a website

+~' See more results

web| x Signout | »

Figure 29 Windows Start Menu

2. In the Programs list, search for Microsoft Web Platform installer (assumes you have installed it
before), open it, and search for dacfx.
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@ Search results for dacfx x

Released

0 ltems to be installed Options Install | | Exit

Figure 30 Search for DACfx

3. Click Add to install Microsoft SQL Server Data-Tier Application Framework (DACFx) (June 2014).

PREREQUISITES INSTALL CONFIGURE FINISH

Review the following list of third party application software, Microsoft products and components, and any additional
software identified below to be installed and Windows components to be turned on. Third party applications and
products are provided by the third parties listed here. Micresoft grants you no rights for third party software. You are
responsible for and must separately locate, read and accept these third party license terms.

X Microsoft SQL Server Data-Tier Application Framework (DACFx) (June 2014)

Total file download size: 6.88 MB

Click here to see additicnal software to be installed and review the associated Microsoft license terms

By clicking "l Accept”, you agree to the license terms for the third party and Microsoft software, and any additional
software identified above, If you do not agree to all of the license terms, click "l Decline”.

| | Decline | | | Accept

Figure 31 Terms Window

4. Click Install then click I Accept to accept the terms. A message will display when the installation
is successfully completed.

5. Click Finish upon a successful installation; then exit.
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6. Ensure that SqlPackage.exe exists at the location shown in the figure below. When you deploy the
App Installer, ensure that the Where is sqlpackage.exe located? field (on the Actions page)

points to this directory, if this field is active.

me Share View Manage
+ | . » ThisPC » Local Disk (C:) » Program Files (x86) » Microsoft SQL Server » 120 » DAC » bin »
. MName - Date modified Type Size
p W 1033 9/5/2014 10:08 AM  File folder
oads J en 9/5/2014 10:09 AM File folder
t places .. Extensions 9/3/2014 10:09 AM  File folder
=] DacUnpack.exe 5¢ Application 165 KB
(%) Microsoft.Data. Tools.5chema.5ql.dll 5/ Application extens... 8,440 KB
% Microsoft.Data. Tools. Utilities.dll 5/ Application extens... 460 KB
%) Microsoft.5qlServer.Dac.dll 5/ Application extens... 265 KB
P %] Microsoft.SglServer.Dac.Bxtensions.dll 5 Application extens... 668 KB
nents || Microsoft.5glServer.Dac.Extensions.xml 5/ XML File 233 KB
oads | Microsoft.5gl5erver.Dacaml 5/23/2014 T:38 AM XML File 168 KB
||E] SqlPackage.exe /23/2014 T:39 AM  Application 106 KB
ES =] SglPackage.exe.config 5/23/20014 736 AM CONFIG File 2 KB

Figure 32 SqlPackage.exe Location
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Appendix B: Installing Apps on SQL Server 2016

Use the procedure in this appendix if you must install apps on SQL Server 2016.

The Gimmal App Installer points to this default location, which is provided by Web Deploy 3.5,
for the SqglPackage.exe file:

C:\Program Files (x86)\Microsoft SQL Server\110\DAC\bin

If you have SSMS 2016 installed, you must install Microsoft SQL Server Data-Tier Application
Framework (DACFx) (June 30 2016). This enables you to obtain the new SQL Package path,
which you must manually enter as follows at the time of install or an error message is returned.

C:\Program Files (x86)\Microsoft SQL Server\130\DAC\bin

This section provides the procedure for installing Microsoft SQL Server Data-Tier Application
Framework (DACFx) (June 30 2016) to obtain new SQL Package path.

Follow these steps to install Microsoft's DACFx:

1. Download “Microsoft® SQL Server® Data-Tier Application Framework (June 30 2016)"
- https://www.microsoft.com/en-us/download/details.aspx?id=53013

2. Download the dependency "Microsoft SQL Server System CLR Types”
- http://go.microsoft.com/fwlink/?LinkID=817290&.clcid=0x409 (64 bit version)

3. Install “Microsoft SQL Server System CLR Types”

) Microsoft System CLR Types for SQL Server 2016 Setup -

Welcome to the Installation Wizard for Microsoft
System CLR Types for SQL Server 2016

Setup helps you install, modify or remove Microsoft System CLR Types
for SQL Server 2016. To continue, dick Next.

WARNING: This program is protected by copyright law and
international treaties.

< Back | Mext = | | Cancel

Figure 33 Install SQOL Server System CLR Types
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4.

Install “Microsoft® SQL Server® Data-Tier Application Framework (June 30 2016)"

Welcome to the Microsoft SQL Server
Data-Tier Application Framework (x64)
Setup Wizard

The Setup Wizard will install Microsoft QL Server Data-Tier
Applcation Framework {:064) on wour computer., Clidk Mext to
continues or Cancel fo exit the Setup Wizard,

Back || Next | | Cancel |

Completed the Microsoft SQL Server
Data-Tier Application Framework (x64)
Setup Wizard

Click the Finish button to exit the Setup Wizard.

Figure 34 Install Microsoft® SQL Server® Data-Tier Application Framework (June 30 2016)

5. Click Finish upon a successful installation, then exit.
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6. Ensure that SqlPackage.exe exists at the location shown in the figure below. When you deploy the
App Installer, ensure that the Where is sqlpackage.exe located? field (on the Actions page)

points to this directory, if this field is active.

I ¥ ThisPC » Local Disk (C:) » ProgramFiles » Microsoft SOL Server » 130 » DAC » bin »
Mame “ Date modified Type Size

4 1033 02-12-2016 0&:15 ...  File folder

& en 02-12-2016 0&:15 ...  File folder

Fes . Extensions 02-12-2016 06:15 ...  File folder
7] Daclinpack 28-06-20160&:17...  Application 165 KB
%] Hyak.Commen.dil 28-06-201606:01 ...  Application extens... 65 KB
%] Microsoft.Azure Common.dll 28-06-2016 06:01...  Application extens.., 29 KB
%] Microsoft.Azure KeyVault.dll 28-06-2016 08:01 ...  Application extens.., 188 KB
%] Microsoft.Data. Tools Schema.Sql.dll 28-06-201606:17 ...  Application extens.., 10,106 KB
%] Microsoft.Data.Tools, Utilities.dll 28-06-201808:17 ...  Application extens.., 438 KB
%] Microsoft.ldentityModel. Clients. ActiveDirectory.dil 28-06-2016 06:01 ...  Application extens... 184 KB
%] Microsoft.|dentityModel Clients. ActiveDirectory Platform.dll  22-06-2018 06:01 ... Application extens.., B7KE
%) Microsoft.5qlServer.Dac.dll 28-06-2016 06:17 ...  Application extens.., 3312 KB
%] Microzoft.5glServer,Dac.EBensions.dil 28-06-2016 06:17 ...  Application extens.., T23 KB
2] Microsoft.5glServer.Dac.Bdensions 28-06-201608:15...  ¥ML Document 036 KB
(2] Microsoft.Sql5erver.Dac 28-06-2016 06:14 ... XML Document 213 KB
%, Microsoft.5glServer.DacAzureBxtensions.dil 28-06-201606:17 ...  Application extens.., 30 KB
2] Microsoft.5glServer.DacAzureBxdtensions 28-06-201606:15 ... XML Document 5KB
%] Microsoft.SglServerManagement. AlwaysEncrypted. AzureK...  28-06-2016 0617 ... Application extens.., 31KB
%] Microsoft.SqlServer, TransactSql.ScriptDom.dll 28-06-201606:01 ...  Application extens.., 3407 KB
%] Microsoft.SqlServer. Types.dil 28-06-2016 08:01 ...  Application extens... 388 KB
%] Microseft.Threading, Tasks.dll 28-06-201606:01 ...  Application extens... 37 KB
%] Mewtonsoft.Json.dil 28-06-2016 06:01 ...  Application extens.., 491 KB
||E| SqlPackage 28-06-2016 06:17 ...  Application 126 KB
E SqlPackage.exe 28-06-201606:03 ...  CONFIG File 2 KB

Figure 35 SqlPackage.exe Location
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