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1  Introduction

Gimmal delivers market leading content governance and compliant records solutions built on 
Microsoft® SharePoint®. Gimmal solutions drive user adoption and simplify information access 
by making information lifecycle management of content simple and transparent, ensuring consis-
tent compliance and proactive litigation readiness enterprise-wide while lowering costs.

Gimmal's Compliance Suite for SharePoint 2013/2016 combines with SharePoint to give your 
organization a reliable and centralized repository for collaboration and records management that 
is compliant with the standards of the Department of Defense (DoD) 5015.2 Records Manage-
ment Program.

Important! 

For SharePoint 2013, Compliance Suite V4.13.1 can be upgraded from Compliance Suite 
V4.13 or V4.12.3.

For SharePoint 2016, Compliance Suite V4.13.1 can be upgraded from Compliance Suite 
V4.13 or V4.11.2. 

Gimmal’s iGs Enhanced Search application is no longer bundled with the Compliance 
Suite installation/upgrade package. If you have an existing or older version of iGs 
Enhanced Search on your system, you must remove it manually prior to installing 
Compliance Suite.

1.1  Who Should Use This Guide
The intended audience for this document is SharePoint administrators. Administrators are con-
sidered to be SharePoint power users who are familiar with the enterprise's content management 
and retention policies.

1.2  About This Manual
This guide contains steps to install Gimmal Compliance Suite. These steps include configuring the 
desired base state for a SharePoint environment, running the Gimmal installer, performing post-
installation configuration tasks, and understanding the Compliance Suite features and dependen-
cies.

http://jitc.fhu.disa.mil/projects/rma/reg.aspx
http://jitc.fhu.disa.mil/projects/rma/reg.aspx
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2  Implementing the SharePoint Environment

This chapter provides instructions for implementing the SharePoint environment in SharePoint 
2013/2016. You must have a SharePoint environment implemented to install, configure, and use 
the Gimmal Compliance Suite solution. The SharePoint environment provides the Fully Qualified 
Domain Names (FQDN). A FQDN consists of the host machine and the domain; for example, 
http://machine.domain.com.

2.1  Creating a New Web Application in SharePoint 2013/2016
A Web application comprises an Internet Information Services (IIS) Web site that acts as a logical 
unit for the site collections that you create. Before you can create a site collection, you must first 
create a Web application. Web applications isolate content by creating a new content database 
and defining the authentication method used to connect to the database. If you do not have an 
existing web application, you'll need to create a new one by following the steps below.

1. Navigate to Central Administration.
2. Click Application Management in the left pane.
3. Click Manage Web Applications.
4. Click New Web Applications.
5. In the IIS Website section, click Create a new IIS Web Site.

a. Type the name for your Web application.
b. Select a port number that is currently not in use. The default port number for HTTP 

access is 80, and the default port number for HTTPS access is 443. If you want users to 
access the Web application without typing in a port number, they should use the 
appropriate default port number.

c. In the Path box, type the path to the IIS Web site home directory for the server. This 
should be a path to your inetpub directory. For example: C:\inetpub\www-
root\wss\VirtualDirectories\80.

6. In the Security Configuration section, configure security and encryption for your Web 
application.

7. In Claims Authentication Types section, select the mode of authentication from Win-
dows Based (NTLM, Kerberos) or Trusted Identity Provider (Active Directory Federation 
Services (ADFS)).

8. In Sign in Page URL section, enter URL for your custom sign in page or use default.
9. In the Public URL section, type the Fully Qualified Domain Name URL for all sites that 

users will access in this Web application.
10. In the Application Pool section either select Predefined to use a predefined security 

account or Configurable to specify a new security account to be used for an existing appli-
cation pool.
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11. In the Database Name and Authentication section, choose the database server, data-
base name, and authentication method for your new Web application.

12. If you use database mirroring, in the Failover Server section, in the Failover Database 
Server box, type the name of a specific failover database server that you want to associate 
with a content database.

13. In the Service Application Connections section, select the service application connec-
tions that will be available to the Web application.

14. Click OK to create the new Web application.

Figure 2-1  Creating a New Web Application in SharePoint 2013/2016
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2.2  Verifying the Fully Qualified Domain Name
To verify that SharePoint is using a fully qualified domain name (FQDN) for the Web application, 
inspect the Web application using Central Administration with the following steps:

1. Go to Central Administration.
2. Click Application Management in the left pane.
3. Click Web Applications/Manage Web Applications.
4. Inspect the list to verify that FQDN is being used as follows.

Figure 2-2  Fully Qualified Domain Name in SharePoint 2013/2016

If you have verified that your web applications are not using FQDN, the following sections and 
steps assist in getting to the required base state. Note that the steps provided in the following 
instructions are intended for SharePoint Administrators and provide high level detail only.

Use these steps to configure Central Administration and the Web Application to use FQDN:

1. From Central Administration, click Application Management.
2. Under Web Applications, click Configure alternate access mappings.
3. Click the Edit Public URLs link. 
4. From the Alternate Access Mapping Collection menu, select Change Alternate Access 

Mapping Collection.
5. Select the Web application that hosts Central Administration.
6. In the Public URLs section, type the URL protocol, host, and name field in the Default or 

Custom section; for example, http://sharepointdev.spdev.com:8000.
7. Verify that FQDN is used and click Save.
8. Close Internet Explorer.
9. Launch Internet Explorer.
10. Launch Central Administration using the FQDN.
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2.3  Creating a Record Center in SharePoint 2013/2016
A Records Center site is a specialized type of Web site in SharePoint that enables you to manage 
the documents and other files that you need to keep as records. If you do not have an existing 
Records Center site at the root of a site collection in SharePoint 2013/2016, you must create a 
new one by following the steps in this section.

Create a Records Center as the root site by creating a new web application and site collection 
using the following steps:

1. From Central Administration, click Application Management.
2. Click Create Site Collections under Site Collections.
3. On the Create Site Collection page, in the Web Application section, if the Web applica-

tion in which you want to create the site collection is not selected, click Change Web 
Application on the Web Application menu.

4. In the Title box, type a title for the Records Center site. The title will be displayed on each 
page in the site.

Note:

Changing the Record Center name after Compliance Suite has been installed can cause 
Compliance Suite to work improperly; therefore, it is advised to carefully decide on the 
Record Center name prior to installation.

5. Type a Description of the site.
6. In the Web Site Address section, specify the URL name and URL path to create a new site, 

or create a site at a specific path.
7. In the Template Selection section on the Enterprise tab, select Records Center. 
8. In the Primary Site Collection Administrator section, type in the Farm Account or Site 

Collection Administrator name in the form DOMAIN\user name for the user who will be 
the site collection administrator.
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9. Click OK.

Figure 2-3  Creating a Record Center in SharePoint 2013/2016

2.4  Make a Backup or Snapshot
At this point, Gimmal suggests taking a backup or snapshot to ensure that you have a reliable 
starting point to return to if problems occur. 
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3  Installing Compliance Suite

The Compliance Suite solution is installed using an installer. The installer operates on the Web 
Front-End (WFE) server of your system, so place it in an accessible location on the WFE server. The 
installation media consists of a single ISO that contains everything necessary to install and set up 
Compliance Suite and its components, and is described below.

3.1  Prerequisites
Before installing Compliance Suite, verify that:

 The user performing the installation is the administrator of a farm account and has 
local administrator rights on the Web front-end (WFE) server where the installation is 
being performed. 

 Compliance Suite’s File Plan Builder is installed on a Central Administration server, 
which must be a WFE-enabled server.

 SharePoint Server 2013/SharePoint 2016 (Standard or Enterprise Edition) with Service 
Pack 1 has been installed.

 A Managed Metadata Term Store has been enabled and configured (see https://tech-
net.microsoft.com/en-us/library/mt683863(v=office.16).aspx for instructions). The 
Gimmal Compliance Suite installer adds the terms that it needs to operate to the store 
if the store has been configured. If the store has not been configured, Gimmal Com-
pliance Suite will not install. 

 The Search Service application must be installed and configured on the SharePoint 
farm.

 The installing and activating user(s) must have the role of a term store administrator 
under the Managed Metadata Service. 

 Microsoft .NET Framework 4.6 or higher is installed (https://www.microsoft.com/net/
download/dotnet-framework-runtime/net46) 

 One of the following authentication methods is installed: NTLM, Kerberos, or ADFS.
 If more than one instance of Compliance Suite is to be installed, then an equal num-

ber of SQL server instances must be available. A unique instance of the SQL server 
must be assigned to each instance of Compliance Suite. 

3.2  Initiating the Installation Process
To initiate the Compliance Suite installation process, perform the following steps as a local 
Administrator:

1. Download the zipped ISO package from the Gimmal software download site and extract it 
to a folder.

https://technet.microsoft.com/en-us/library/mt683863(v=office.16).aspx
https://technet.microsoft.com/en-us/library/mt683863(v=office.16).aspx
https://gimmal1.sharepoint.com/sites/EXT-download/SitePages/Home.aspx
https://www.microsoft.com/net/download/dotnet-framework-runtime/net46

https://www.microsoft.com/net/download/dotnet-framework-runtime/net46
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2. Navigate to the folder that contains the ISO file, right-click it, and select Mount. 

Figure 3-1  Mount ISO File

3. The installation setup should start automatically. If not, double-click the setup.hta file in 
the root folder of the ISO.

Figure 3-2  Setup File
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The Certified Records Management splash screen launches, which provides a link to each compo-
nent's respective installer, as well as some other helpful links.

Figure 3-3  Splash Screen

4. Click Install Compliance Suite. A User Account Dialog opens.

Figure 3-4  User Account Dialog

5. Click Yes to continue. When the installer loads, the Gimmal Compliance Suite Introduction 
page displays. 
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Figure 3-5  Installer Introduction Page

6. Click Next. 
The Verification page displays, enabling the installer to verify that SharePoint Foundation 
and SharePoint Server are installed.
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Figure 3-6  Installer Verification Page

Note

If installing Compliance Suite for the first time, only the option to Install Compliance 
Suite displays. If Compliance Suite is currently installed, then the Add or Remove 
Features and Remove Compliance Suite options display.

7. Click Next. The Features page displays.



15 January 2019

Compliance Suite (Feature-Activated) Installation Guide 12

 

Figure 3-7  Installer Features Window

8. Select the Gimmal Compliance Suite Features that you want to install (or click Select All 
in the upper right corner to select all of the features. If you are installing for the first time, 
you can keep all the defaults. 

Important!

If you are installing Cs in an ADFS environment, deselect the File Plan Builder check box 
because it must be installed manually (see the “5 Installing Compliance Suite in an ADFS 
Environment” on page 32). 

9. Click Next. The Environment page displays.
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Figure 3-8  Installer Environment Window

10. Provide the following installation parameters:
a. Select the folder where the Installation files will be installed, Gimmal recommends 

creating a folder on the C:\ or D:\ drive where there is enough empty disk space. 
(Around 15 MB).

b. Select the Record Center where you want to install Compliance Suite.
c. Enter the Fully Qualified Domain Name of your Deployment Server Instance.
d. If applicable, enter the Deployment Database Name for File Plan Builder. There is 

no restriction on the naming convention used for the File Plan Builder database in the 
Cs solution.

e. Select the Application Pool Account that the File Plan Builder web application 
should run under and enter the Application Pool Account Password. 

f. Enter the Port and SSL Port that the File Plan Builder web application will run on. This 
port should be available and should not be used by any other sites. 

g. If applicable, enter the Service Instance Name for Event Management. 
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h. Enter the Deployment Database Name for Event Management. There is no specific 
naming convention used for the Event Management database in the Cs solution.

i. Select the Application Pool that the Event Management service should run under.
j. If applicable, enter the Service Instance Name for Email Management.
k. Enter the Deployment Database Name for Email Management. There is no restric-

tion on the naming convention used for the Email Management database in the Cs 
solution.

l. Select the Application Pool that the Email Management service should run under.
m. Click Validate on the top right of the window. If there are any errors, a notification 

button with a Tool Tip displays. 
11. When you enter valid settings, the Next button is enabled. 

Figure 3-9  Environment with Correct Settings

12. Click Next to proceed. The Confirmation page displays, confirming which Compliance 
Suite features will be installed.
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Figure 3-10  Installer Confirmation Window

13. Click Next. The installer begins installing the Compliance Suite features that you selected.
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Figure 3-11  Installation Page

14. When the installation is finished, the Next button is enabled. 
15. Click Next. The Finalization page displays.
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Figure 3-12  Installer Finalization Page

16. If desired, click the installation log file link shown above, which enables you to view the 
log file generated as part of the installation process. The log file provides details on issues 
with feature installs that were unsuccessful.

17. When all Gimmal features are successfully installed, click Finish.

3.3  Deploying Bulk Task Processing
Bulk Task Processing is packaged with Compliance Suite, but must be separately deployed. 

Follow these steps to deploy Bulk Task Processing:

1. Return to the Certified Records Management splash screen, described in section “3.2 Initi-
ating the Installation Process” on page 7.
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Figure 3-13  Certified Records Management Splash Screen

2. Click Install Bulk Task Processing. A Windows PowerShell opens and the .wsp file 
deploys automatically.

Note:

If the PowerShell window throws an error and closes, run PowerShell as Administrator, 
execute the command Set-ExecutionPolicy Unrestricted, and then click Install 
Bulk Task Processing again.

3. After the .wsp file deploys, Site Collection and Site features must be activated to enable 
Bulk Task Processing for every site collection where Compliance Suite is installed. You 
must first enable the Site Collection feature. 
a. From the root site where Compliance Suite has been installed, as a Site Collection 

Administrator, go to Settings > Site settings > Site collection features under the 
Site Collection Administration heading.

b. Activate Gimmal Compliance Suite - Bulk Task Processing Content Type.
c. You can now activate the site feature from Settings > Site settings > Manage site 

features under the Site Actions heading.
d. Activate the following feature: Gimmal Compliance Suite - Bulk Task Processing.
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4. The Bulk Task Processing button is now available on the Compliance Suite ribbon bar 
and is active when either the Disposition Tasks list or the Workflow Tasks list is selected.

5. Optional. You can activate the Bulk Task Processing Settings link in Central Administra-
tion. This link is only used if you have custom columns in the Disposition task list or the 
workflow task list. 
a. Launch Central Administration and select Manage farm features from Farm Man-

agement in System Settings. 
b. Activate the Gimmal Compliance Suite - Bulk Task Processing feature.
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4  Performing Post-Installation Configuration 
Tasks

This chapter provides the procedures to configure Gimmal Compliance Suite after it is installed.

4.1  Managing Event Service Application

Note

The Event Service application is installed on the Central Administration server. If you want 
to run the Event Service on a different server, please contact Gimmal Support.

1. In Central Administration, click Application Management.
2. Click Manage Service Applications.
3. Select the Gimmal Compliance Suite Event Management Service Application.
4. Click Administrators and add the Records Management users who will need to add, 

modify, delete, and create Events.
Administrators can also be added in the Event Management Service Application by click-
ing the Gimmal Compliance Suite Event Management Service Application link, and 
then clicking Manage Administrators. This list of administrators supports adding Claims 
identities for users in an ADFS environment. Both lists are respected by the application.

5. Select the check box and then click Add.
6. In the Permissions menu, select Full Control.
7. Click OK.
8. Click Application Management.
9. Navigate to System Settings, and click Manage services on server.
10. Locate Gimmal Compliance Suite Event Management Service and start it if it is not 

already running.

4.2  Managing Email Service Application

Note

The Email Service application is installed on the Central Administration server. If you want 
to run the Email Service on a different server, please contact Gimmal Support.

mailto:support@gimmal.com
mailto:support@gimmal.com
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1. In Central Administration, click Application Management.
2. Click Manage services on server.
3. Locate Gimmal Compliance Suite Email Management Service and start it if it is not 

already running.

4.3  Accessing File Plan Builder
When the Cs installer has been run successfully with File Plan Builder selected, you must perform 
the following tasks to access it.

Note: 

If you are installing in an ADFS environment, refer to “Installing Compliance Suite in an 
ADFS Environment” on page 32. 

4.3.1  Activating File Plan Builder
You must activate File Plan Builder in SharePoint by following these steps.

1. Open your Records Center site and navigate to Site Actions and select Site Settings. 
Click Manage site features under Site Actions.

2. Locate and activate the Gimmal Compliance Suite - File Plan Builder feature.

4.3.2  Applying File Plan Builder Settings
To apply the File Plan Builder settings, perform the following steps:
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1. Navigate to the Central Administration home page and click File Plan Builder Settings 
under the Compliance Suite category.

Figure 4-1  File Plan Builder Settings in Central Administration

2. Enter the following installation parameters:

Note

If you are performing a manual installation, a re-installation, or are moving File Plan 
Builder, you will need to select/enter these parameters. If you are performing a new 
installation using the installer, these parameters should already be set correctly and you 
simply need to verify the settings. See Figure 4-2 File Plan Builder Settings in SharePoint 
2013/2016.

a. Enter the File Plan Builder Administrator user information. Do not a system account.
b. Enter the URL for the primary Record Center against which File Plan Builder will be 

installed.
c. In the FPB Web Application Settings section, enter the folder where the installation 

files will be installed. Gimmal recommends creating a folder in the C:\ or D:\ drive 
where there is enough empty disk space.

d. Ensure that the Hostname field has the correct fully qualified hostname for the WFE 
where File Plan Builder is installed. This field should point directly to the WFE where 
File Plan Builder is installed, not to a load-balancing URL. Note that the Hostname 
should not contain a port number or HTTP(S) prefix.

e. Enter the HTTP Port and SSL Port that the File Plan Builder web application should run 
on. This port should be available and should not be used by any other sites.
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f. Select the Application Pool Account that the File Plan Builder web application should 
run under and enter the Application Pool Account Password. 

g. In the Database Settings section, enter the hostname to the Database server.
h. Enter the database name for File Plan Builder. There is no restriction on the naming 

convention used for the File Plan Builder database in the Gimmal Compliance Suite 
solution.

i. Select the Post Instantiation: Restricted Record Access check box to enable a sec-
ondary job in support of Restricted Record Access. This is only required if using Sup-
plemental Markings. If you are not using Supplemental Markings, do not select.
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Figure 4-2  File Plan Builder Settings in SharePoint 2013/2016

j. Click Save.
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4.3.3  Setting up SSL Bindings for File Plan Builder Site
If your installation is using SSL, set up SSL bindings for the File Plan Builder site:

1. Open the IIS Manager from your WFE server and locate the FilePlanBuilder site. Right- 
click on it and select Edit Bindings. The Site Binding dialog box displays.

Figure 4-3  Site Bindings Dialog Box

2. Click Add. The Add Site Binding dialog box displays. 

Figure 4-4  Add a Site Binding Dialog Box

3. Select Type https, enter the same Port as specified in the File Plan Builder settings in step 
10f in 3.2 Initiating the Installation Process, select an SSL certificate from the menu that is 
valid for the File Plan Builder site. 

4. Click OK. 

4.3.4  Verifying Windows Authentication
As a best practice, after you install Compliance Suite and activate File Plan Builder, but before File 
Plan Builder is launched through the browser, you must verify that Windows authentication is 
configured to use the application pool account. 

1. Open the IIS Manager from your Web front end server. 
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2. Select the FilePlanBuilder site from the list of Sites in the left pane.

Figure 4-5  Authentication Button in IIS settings

3. Double-click the Authentication button in the IIS settings section. 
4. To enable Windows authentication, right-click on the Windows Authentication button 

and select the Enable option from the context menu. The Status changes to “Enabled.”

Figure 4-6  Authentication Method Enabled 
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4.3.5  Adding Users to Groups
Add users to groups to access File Plan Builder.

1. Open the Records Center site and navigate to Site Actions/Site Settings. For SharePoint, 
click Settings and then click Site Settings.

2. Click People and Groups under Users and Permissions.
3. Click the File Plan Builder Users group and add the Records Management users that 

have access to use File Plan Builder.

Note:

Be sure these users are also part of the default SharePoint group members or owners 
(normally Records Administrators fall into this group).

4.3.6  Launching File Plan Builder
In SharePoint 2013/2016, you have several options to launch File Plan Builder:

 Activate the Gimmal Ribbon Navigation feature (select Settings, Site Settings, and 
then Site Features). File Plan Builder displays as a button when you select the Compli-
ance Suite navigation tab. Click File Plan Builder.

 Click Settings, click Site Settings, and then click the File Plan Builder link under the 
Compliance Suite section.

 Manually add the link for File Plan Builder under Navigation in the Site Settings 
Look and Feel section. Click the link to launch File Plan Builder.

When using Alternate Access Mappings where the domain name differs from the domain name 
of the File Plan Builder Web Application, set the following in Internet Explorer:

1. Launch Internet Explorer and open Internet Options.
2. Click the Security tab.
3. Select Local Intranet.
4. Click the Sites button.
5. Click Advanced.
6. Enter the URL of the AAM SharePoint site name in Add this website to the zone; then 

click Add.
7. Click Close.
8. Click OK and then click OK again. 
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4.4  Setting Up Localization
Localization enables Compliance Suite to be presented in a Multilanguage User Interface (MUI) 
using SharePoint 2013/2016. Localization currently supports only the French Canadian language. 
The Gimmal language pack installs with Compliance Suite.

To use Localization, you must set the desired language so that it displays in the desired Share-
Point site, in your personal settings, and in the browser. See the following article for information 
about multilingual SharePoint 2013/2016 sites:

http://technet.microsoft.com/en-us/library/cc262055(v=office.15).aspx

4.4.1  Configuring Email Mapping
You must change the Compliance Suite email mapping configuration to use internal names 
instead of display names.

Follow these steps to change the email mapping:

1. Navigate to Gimmal Compliance Suite Email Management.
2. Select Manage Email Header Mappings. 

Figure 4-7  View Email Header Mappings for Gimmal Compliance Suite Email Management Page

3. Change the configuration to use internal names instead of display names.

 

https://technet.microsoft.com/en-us/library/cc262055(v=office.15).aspx
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4.5  Activating Compliance Suite Ribbon Navigation for 2013/
2016
Although it is not required, you can activate the Compliance Suite ribbon navigation that installed 
with Common for easier access to Compliance Suite features in SharePoint 2013/2016. 

Follow these steps to activate the ribbon:

1. Go to Settings, select Site Settings, select Site Actions, and then select Manage site 
features.

2. Scroll down to Gimmal - Ribbon Navigation. 
3. Click Activate to the right.
4. When you navigate to the SharePoint Records Center where Compliance Suite is installed, 

you can access Cs features via the ribbon.

Figure 4-8  Compliance Suite Access via Ribbon

4.6  Activating Compliance Suite Job Configuration
The feature Compliance Suite Job Settings provides a way for users to manage Compliance Suite 
job configuration. This is a farm feature that, once activated, provides a link in the Compliance 
Suite section of Central Administration. 

To activate the Compliance Suite Job Configuration feature, follow these steps.

1. When the package is deployed, navigate to System Settings and select Manage Farm 
Features in Central Administration. 

Figure 4-9  Activating Job Settings Feature in Central Administration

2.  Click Activate for the Gimmal Compliance Suite - Job Settings. Now a Job Settings 
option is available in the Compliance Suite section of Central Administration. 

Figure 4-10  Job Settings Option in Compliance Suite Menu
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3. Click Job Settings to display the view to set the number of threads for the jobs. 

Figure 4-11  Setting Number of Threads for Jobs

4. Set the number of threads for each job. 
 The default value is 10. 
 If you set the value for 0 or less, the system will automatically default to 10 again. 
 When the job runs, it processes items in a multi-threading fashion using the config-

ured number of threads. Thus, if the thread count is set to 10, it will process 10 items 
(tasks) simultaneously instead of a single item or task. 

 Thread count is adjusted to optimize performance. Within reason, more threads 
equate to faster performance. There is no right number, and within reason depends 
on the environment. As the number of threads increase, more system resources are 
consumed, so there is an upper limit. The optimal number for any system can only be 
found by trial and error. 

5. Click Save. 
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4.7  Activating Advanced Workflows
The advanced workflows must be activated before users can use them. For more information 
about these optional workflows, see “Compliance Suite Disposition Workflows” in the Compliance 
Suite User Guide. 

To activate the advanced workflows, follow these steps.

1. As a Site Collection Administrator where Compliance Suite is installed, click the Settings 
button, select Site settings, and then select Site collection features. 

Figure 4-12  Activating Advanced Workflows in Central Administration

2.  Click Activate for the Gimmal Compliance Suite - Advanced Disposition Workflows. 
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5  Installing Compliance Suite in an ADFS Environ-
ment

All Gimmal Compliance Suite components in an Active Directory Federation Services (ADFS) sys-
tem are installed in the same manner as the NT LAN Manager (NTLM) environment with the 
exception of the File Plan Builder component.

To install Compliance Suite in an ADFS environment, follow these steps.

1. Follow the instructions in the "Installing Compliance Suite” chapter except that in Step 8 
of Section 3.2, “Initiating the Installation Process” on page 7, deselect the Gimmal Com-
pliance Suite File Plan Builder check box. 

2. In "Performing Post-Installation Configuration Tasks”, do NOT perform the File Plan 
Builder settings steps in "Accessing File Plan Builder”.

3. When all components are installed except File Plan Builder, follow these steps to install 
File Plan Builder in an ADFS environment.
a. Download the Upgrade packages for the version you are installing from the download 

site.
b. Extract the files to a directory on the WFE.
c. Navigate to the Upgrade directory and copy the following to a temporary folder: 

 Setup.ps1 
 GimmalSoft.Cs.FilePlanBuilder.wsp

 dlls folder
d. Open the SharePoint 2013/2016 Management Shell as administrator, navigate to 

the temporary folder you created, and run Setup.ps1. This PowerShell script adds or 
upgrades all packages in the current directory to SharePoint's solution store. Alterna-
tively, if you are familiar with the Add-SPSolution command, you can use it to add the 
package to SharePoint's solution store.

Figure 5-1  Running Setup.ps1 Script in SharePoint 2013 Management Shell
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e. Navigate to the Central Administration home page and click System Settings. Select 
Manage Farm Solutions.

4. Click gimmalsoft.cs.fileplanbuilder.wsp, select deploy solution on the following 
page, and click OK.

5. When the package is deployed, navigate to System Settings and select Manage Farm 
Features in Central Administration and activate the Gimmal Compliance Suite - File 
Plan Builder Settings Editor.

6. Navigate to the Central Administration home page and click File Plan Builder Settings 
under the Compliance Suite category.

Figure 5-2  File Plan Builder Settings in SharePoint 2013/2016

7. Enter the following installation parameters:
a. Enter the File Plan Builder Administrator user information.
b. Select the site collection where you want File Plan Builder to be installed.
c. Select the folder where the installation files will be installed, Gimmal recommends cre-

ating a folder in the C:\ or D:\ drive where there is enough empty disk space.
d. Enter the URL where you'd like to host the File Plan Builder RIA services web applica-

tion, not including the scheme (no http:// or https://, just the FQDN).
e. Enter the Port and SSL Port that the File Plan Builder web application should run on. 

This port should be available and should not be used by any other sites.
f. Select the Application Pool Account that the File Plan Builder web application should 

run under and enter the Application Pool Account Password. 
g. Enter the URL to the ADFS server, including https://.
h. Enter the Fully Qualified Domain name of your Database server instance.
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i. Enter the Deployment Database Name for File Plan Builder. There is no restriction on 
the naming convention used for the File Plan Builder database in the Gimmal Compli-
ance Suite solution.

j. Indicate whether you want to activate/deactivate Post-Instantiation: Restricted Record 
Access.

Figure 5-3  File Plan Builder Settings in SharePoint 2013/2016
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k. Click Save.
8. Navigate to System Settings and select Manage Farm Features in the Central Adminis-

tration site. Activate Gimmal Compliance Suite - File Plan Builder.
9. Verify the successful install by checking: 

a. Did the Web Application files extract? Check the physical directory that you entered in 
Settings.

b. Were the IIS Site and App Pool created? Check the IIS Manager.
c. Did the database provision? Check SQL Server Management Studio (SSMS) to see if 

the database name you entered in Settings now exists.
d. Is the app pool account on your web application the same as entered? Check App 

Pool in IIS Manager.
10. Open your Records Center site and navigate to Site Actions and select Site Settings. 

Click Manage site features under Site Actions.
11. Locate and activate the Gimmal Compliance Suite - File Plan Builder feature.
12. Follow the post installation steps for “Accessing File Plan Builder” on page 21 to create a 

binding for SSL and add users for File Plan Builder site access.
13. Ensure that the app pool account configured in Step 6a has an email address in the Active 

Directory.

Figure 5-4  Application Pool Account
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14. Enable WS-Trust 1.3 for ADFS 2.0.
a. Open AD FS 2.0.
b. Expand Service.
c. Select Endpoints.
d. Select /adfs/services/trust/13/windowstransport.
e. Click Enable on the right tool pane.

Figure 5-5  Enabling WS-Trust

f. Expand Trust Relationships.
g. Select Relying Party Trusts.
h. Right-click on the ADFS Site URL that you want to configure and click Properties.

This is an entry in Relying Party Trusts for the Record Center Site where you are 
installing Compliance Suite. 

i. Navigate to Identifiers tab.
j. Add the Site URL for the Records Center site where you are activating File Plan Builder 

to the Relying Party Identifier list box. The format should be SiteURL/_trust/. Be sure 
to include the ending forward slash after “trust”). For example: 

https://www.sp2013adfs.com/_trust/
k.  Click Add. 
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Figure 5-6  Adding File Plan Builder Site URL to Relying Identifier List
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15. Ensure that the app pool account specified in Step 6f has read access to the Relationship 
Types list in your Record Center site. 

Figure 5-7  Relationship Types
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16. Click OK. 

Figure 5-8  Grant Permissions

Figure 5-9  Updated Permissions
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6  Describing Compliance Suite Features and 
Dependencies

This section describes the features added by the Gimmal Compliance Suite installer and the inter-
nal dependencies between features and solutions. 

1. Common
a. Installs Gimmal - Common at farm level.
b. Installs Gimmal - Ribbon Navigation at web level.

2. Record Core
a. Installs Gimmal - Record Core - Site Content Types at site collection level. Depen-

dent on 1: Common.
3. Compliance Suite Common

a. Installs Gimmal Compliance Suite - Common at farm level. Dependent on 1: Com-
mon.

b. Installs Gimmal Compliance Suite - Base Content Types at site collection level. 
Dependent on 1: Common and 2: Record Core. The installing and activating user(s) 
must have the role of a term store administrator under the Managed Metadata Ser-
vice (https://technet.microsoft.com/en-us/library/mt683863(v=office.16).aspx).

c. Installs Gimmal Compliance Suite - Security Configuration at site collection level. 
Dependent on 3: Compliance Suite Common (a) and SharePoint Server Publishing 
Infrastructure.

Note:

Search Service Application is a requirement for Compliance Suite Common to be 
activated. Navigate to Central Administration > Application Management > 
Configure service application associations > (your web app) to make sure that 
Search Service Application is selected.

4. Event Management Service
a. Installs Gimmal Compliance Suite - Event Management Service Installer at farm 

level. Dependent on 1: Common.
b. Installs Gimmal Compliance Suite - Event Management at web level. Dependent on 

1: Common and 4 (a).
5. Period Management

a. Installs Gimmal Compliance Suite - Period Management at site collection level. 
Dependent on 1: Common and 3: Compliance Suite Common (c).

6. Record Relationships

https://technet.microsoft.com/en-us/library/mt683863(v=office.16).aspx
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a. Installs Gimmal Compliance Suite - Record Relationship Content Types at site col-
lection level. Dependent on 1: Common, 3: Compliance Suite Common (c), and the 
Document ID Service.

b. Installs Gimmal Compliance Suite - Record Relationship Functionality at web level 
and is dependent on 3: Compliance Suite Common (a) and 6: Record Relationships (a).

c. Installs Gimmal Compliance Suite - Restricted Records Cleanup Timer Job at web 
application level.

7. Working With Records
a. Installs Gimmal Compliance Suite - Working with Records Site Columns at site 

collection level. Dependent on 3: Compliance Suite Common.
a. Installs Gimmal Compliance Suite - Working with Records at web level. This 

depends on 6: Record Relationships, 3: Compliance Suite Common, and 7 (a).
8. Restricted Record Access 

a. Installs Gimmal Compliance Suite - Restricted Record Access Content Types at site 
collection level. Dependent on 3: Compliance Suite Common (a and b).

b. Installs Gimmal Compliance Suite - Restricted Record Access at web level. Depen-
dent on 3: Compliance Suite Common and 8 (a).

9. Referential Integrity
a. Installs Gimmal Compliance Suite - Referential Integrity at web application level. 

Dependent on 3: Compliance Suite Common (a),
b. Adds Compliance Suite Referential Integrity Synchronization timer job.

10. Alerts
a. Installs Gimmal Compliance Suite - Alert Content Types at site collection level. 

Dependent on 3: Compliance Suite Common (a).
b. Installs Gimmal Compliance Suite - Alerts and Notification at web level. Dependent 

on 3: Compliance Suite Common (a and c) and 10 (a). 
11. Holds

a. Installs Gimmal Compliance Suite - Holds Infrastructure at farm level. No depen-
dencies.

b. Installs Gimmal Compliance Suite - Holds Site Columns at site collection level. No 
dependencies.

c. Installs Gimmal Compliance Suite - Holds Management at web level. Dependent on 
3: Compliance Suite Common (a), and 11 (a and b).

12. User Permissions Reports
a. Installs Gimmal Compliance Suite - User Permission Reports at web level. Depen-

dent on 3: Compliance Suite Common (a).
13. Metadata Editing

a. Installs Gimmal Compliance Suite - Metadata Editing at web level.
14. Vital Records
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a. Installs Gimmal Compliance Suite - Vital Records Content Types at site collection 
level. Dependent on 3: Compliance Suite Common (a).

b. Installs Gimmal Compliance Suite - Vital Records Management at web level. 
Dependent on 3: Compliance Suite Common, 5: Period Management, and 14 (a).

c. Installs Gimmal Compliance Suite - Vital Records Timer Job at web application 
level. Dependent on 3: Compliance Suite Common (a).

15. Email Management
a. Installs Gimmal Compliance Suite - Email Management Service Installer at farm 

level. Dependent on 3: Compliance Suite Common (a).
b. Installs Gimmal Compliance Suite - Email Management at web level. Dependent on 

3: Compliance Suite Common (a and b), 6: Record Relationships (b), and 7: Working 
with Records (b).

16. Disposition
a. Installs Gimmal Compliance Suite - Disposition Metadata Timer Job at web appli-

cation level. Dependent on 3: Compliance Suite Common (a).
i. Adds Gimmal Compliance Suite Disposition Metadata Timer Job

b. Installs Gimmal Compliance Suite - Disposition Content Types at site collection 
level. Dependent on 3: Compliance Suite Common (a and b).

c. Installs Gimmal Compliance Suite - Disposition View for Record Libraries at site 
collection level and is dependent on 3: Compliance Suite Common (a) and 17: Cutoff 
(b). 

Note:

Disposition is not fully installed until after its workflows are activated in step 18.

17. Cutoff
a. Installs Gimmal Compliance Suite - Cutoff Content Types at site collection level. 

Dependent on 3: Compliance Suite Common (a).
b. Installs Gimmal Compliance Suite - Cutoff Management at web level. Dependent 

on 3: Compliance Suite Common (a) and 17 (a).
18. Transfers

a. Installs Gimmal Compliance Suite - Transfer Timer Job at web application level. 
Dependent on 3: Compliance Suite Common (a).
i. Adds Gimmal Compliance Suite Transfers Timer Job

b. Installs Gimmal Compliance Suite - Transfers Content Types at site collection level. 
Dependent on 3: Compliance Suite Common.

c. Installs Gimmal Compliance Suite - Transfers at web level. Dependent on Document 
ID Service, 3: Compliance Suite Common, 6: Record Relationships, and 18 (b).
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d. Installs Gimmal Compliance Suite - Disposition Workflows at site collection level. 
Dependent on 3: Compliance Suite Common (a), 16: Disposition (b), and 17: Cutoff (a).

19. Bulk Processing
a. Installs Gimmal Compliance Suite - Bulk Processing Administration at web appli-

cation level. Dependent on 3: Compliance Suite Common (a).
b. Installs Gimmal Compliance Suite - Bulk Processing Site Columns at site collection 

level. Dependent on 3: Compliance Suite Common (a).
c. Installs Gimmal Compliance Suite - Bulk Processing Timer Job at web application 

level. Dependent on 19 (b).
20. As Of Reporting

a. Installs Gimmal Compliance Suite - "As Of" Reports at web level. Dependent on 3: 
Compliance Suite Common (a) and 16: Disposition (b).

21. File Plan Builder
a. Installs Gimmal Compliance Suite - File Plan Builder Settings Editor at farm level. 

Dependent on 3: Compliance Suite Common (a).
b. Installs Gimmal Compliance Suite - File Plan Builder at farm level. Dependent on 3: 

Compliance Suite Common (a) and 21 (a).
c. Installs Gimmal Compliance Suite - File Plan Builder at web level. Dependent on 3: 

Compliance Suite Common (a), 6: Disposition (b), 14: Vital Records, 21 (a and b).
22. Help

a. Installs Gimmal Compliance Suite - Help at farm level. No dependencies.
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7  Performing an Uninstall of Compliance Suite 
Features

This section guides you on uninstalling Compliance Suite features. 

7.1  Using Gimmal Compliance Suite Installer
To uninstall Compliance Suite using the installer, follow these steps:

1. Navigate to the GRM 4.13.1 installation folder and double-click the setup.hta file in the 
root folder of the ISO.

Figure 7-1  Setup File

The Certified Records Management splash screen launches, which provides a link to each compo-
nent's respective installer, as well as some other helpful links.
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Figure 7-2  Splash Screen

2. Click Install Compliance Suite. A User Account Dialog opens.

Figure 7-3  User Account Dialog

3. Click Yes to continue. When the installer loads, the Gimmal Compliance Suite Introduction 
page displays. 
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Figure 7-4  Installer Introduction Page

4. Click Next. The Verification page displays.

Note

If Gimmal Compliance Suite was previously installed on the farm, the Add or Remove 
Features and Remove Compliance Suite are enabled. Selecting either option enables 
the Next button.
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Figure 7-5  Installer Verification Page

5. Under Select an Action, click Remove Compliance Suite. 
6. Click Next. The Features page displays. If other features depend upon the selected feature 

(i.e., Compliance Suite), those other features are automatically selected. See the following 
figure.
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Figure 7-6  Installer Features Page

7. Verify the selected components, and then click Next. If Remove Compliance Suite was 
selected in step 5, everything is uninstalled. 
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8. Click Next. The Environment page displays.

Figure 7-7  Uninstaller Environment Window

9. Click Validate to validate the installation directory location and Site Collection settings. 
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10. Once validated, the Next button is enabled. The Confirmation page displays, confirming 
your selections. 

Figure 7-8  Uninstaller Confirmation Window

11. Click Next.
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The uninstallation program now uninstalls the Compliance Suite features that were previ-
ously selected. 

Figure 7-9  Uninstallation Window 1

12. If the uninstall was successful, you should see “complete” next to each uninstalled com-
ponent. If the uninstall was not successful, an error displays and the Next button is 
enabled without uninstalling everything.

13. Click Next. The Finalization page displays.



15 January 2019

Compliance Suite (Feature-Activated) Installation Guide 52

You can view the log file generated as part of the uninstallation by clicking the link that 
displays at the bottom of the Finalization screen, as shown below. The log file provides 
details on issues with feature uninstalls that were unsuccessful. 

Figure 7-10  Uninstaller Finalization Window 

14. When all Gimmal features have been uninstalled successfully, click Finish.

7.2  Manually Deactivating Features
To manually uninstall Compliance Suite features, start deactivating features in inverse order in 
Gimmal Compliance Suite dependency list mentioned previously (i.e., start deactivating from fea-
ture 23 to 1).

Once all features are deactivated, next step is to retract and remove all WSPs from central admin-
istration. To uninstall WSPs, follow these steps:

1. Login to Central Administration Site.
2. Navigate to Farm Solutions under System Settings → Farm Management.
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Figure 7-11  List of All Compliance Suite Solutions 

3. Click on WSP related to Compliance Suite and start retracting.
4. Refresh your browser until you see Not Deployed as the status on the WSP.
5. Select the WSP retracted in previous step and click Remove Solution.
6. Repeat steps 3-6 until all Compliance Suite Related WSPs are removed.

Even after entire uninstallation, you see some compliance suite related content present in site col-
lection and central administration. The following items are preserved or removed after entire 
manual uninstallation:

1. Email and Event Management Service is deleted after deactivation.
2. Following Databases are not deleted:

a. Gimmal Compliance Suite Database
b. Email Management Database
c. Event Management Database
d. File Plan Builder Database

3. Following Databases are deleted:
a. Gimmal Common Database

4. All Custom Managed Property related to Compliance Suite remain in Search Schema.
5. All Terms created in Term Store remain intact.
6. Following Libraries remain intact:
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a. Access Rules
b. Cutoff Reviews
c. Cutoff Search Reports
d. Disposition Tasks
e. Filing Locations
f. GimmalSoft Column Access Control
g. Period Definitions
h. Related Records
i. Relationship Types
j. Schema Mappings
k. Vital Record Reports
l. Vital Record Reviews

Note:

Users can delete these libraries if they want to, but the libraries are not deleted as part of 
the uninstallation process.

Note:

Uninstall does not remove users from the groups on the sites. An administrator can 
delete the users manually from the groups if desired.
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